
    

 
 

Security Vulnerability Update 

 
 

Reference:  Apache Log4j Vulnerability 

  December 14, 2021 

 

 

 

Issue: 

 

The Apache Software Foundation has released a security advisory to address a remote code execution 

vulnerability (CVE-2021-44228) affecting Log4j versions 2.0-beta9 to 2.14.1. A remote attacker could 

exploit this vulnerability to take control of an affected system. Log4j is an open-source, Java-based 

logging utility widely used by enterprise applications and cloud services.   

 

 

 

Response: 

 

Comnet can confirm after review that this vulnerability does not impact any of the products in the 

Comnet and Razberi portfolios. 

 

 

 

Contact Information: 

 

If you have any further questions, please contact your Comnet/Razberi sales representative or 

technical support representative. 

 

 

 

Additional Information:  

 

NVD - CVE-2021-44228 (nist.gov) 

https://nvd.nist.gov/vuln/detail/CVE-2021-44228

